OCSVM 알고리즘을 이용한 차량 부정 사용 식별시스템 제작

One-class Support Vector Machine을 활용한 차주의 차량 사용습관 기계학습

# 제안

인간은 습관의 동물이다. 습관은 오랜 세월 동안 생성되고 굳어지게 되는데, 이를 이용해 개개인을 식별할 수 있다. 이렇듯 개개인을 식별할 수 있는 데이터의 패턴을 행동지문(Behavioral Fingerprint)이라 한다. 최근 보안 업계에서는 이 행동지문을 분석하여 여러 비정상을 탐지하는 데 활용하고 있다. 소비자간 거래를 제공하는 금융 기업인 Paypal에서는 사용자들의 행동지문을 분석해 해킹이나 금융사기를 사전에 탐지하고 방지하는 데 사용하고 있다.

차량 이용은 금융거래보다 상대적으로 많은 행동지문을 얻을 수 있다. 단순히 차 안에서의 운전습관(핸들, 속도, 브레이크 등)뿐 아니라 자주 다니는 지역, 자주 사용하는 라디오, 선루프나 핸들 위치 등 가용한 데이터는 무궁무진하다. 만약 이런 행동 지문을 모아 기계학습을 이용해 분석할 수 있다면 차량도난 및 차주의 차량을 이용한 납치 등의 문제가 발생했을 때, 차주가 아닌 경우를 가려내어 차주에게 경고하거나 경찰에 신고할 수 있는 시스템을 만들 수 있을 것이다.

# 방법

**One class Support Vector Machine(OCSVM)**[1]은 대표적인 기계학습 모델인 Support Vector Machine을 변형한 알고리즘으로 주어진 데이터를 바탕으로 새로운 데이터가 일반적인 경우인지 특수한 경우인지를 판단하여 준다. 이는 비정상 탐지에 효과적인 알고리즘으로 알려져 있다. 앞서 언급한 OCSVM을 이용하여 본 제안서에서는 H-Drive 데이터를 이용해 차주의 행동지문 학습모델을 제안하여 **최종적으로 차량 부정 사용 식별시스템을** 만들고 그 가능성을 시험해보고자 한다.

# 기대 효과

차량 부정 사용을 빠르게 탐지하여 다음과 같은 사전 및 사후 대처에 활용 가능

1. 차주에게 사전 경고 또는 경찰과의 신속한 연계
2. 차량 위치 파악을 위한 GPS 기록 및 전송 등의 사후
3. 부정사용자 정보 기록(목소리, 얼굴, 행동패턴 등)
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